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The research reported here was completed in July 2020, followed by security review by the sponsor and the U.S. Army Office of the Chief of Public Affairs, with final sign-off in June 2023.

The work therefore predates Russia’s 2022 invasion of Ukraine, and largely omits consideration of Russian private military forces in the war in Ukraine. Nonetheless, as of June 2023, this analysis remains relevant to an in-depth, long-term understanding of Russian private military actors and their will to fight.

In Syria, Ukraine, several African countries, and other conflict hotspots around the globe, private contractors operating on behalf of, yet are ostensibly separate from, the Russian state. These developments have prompted questions and concern within military and policy circles in light of the current U.S. focus on great power competition with Russia and China,¹ and the extent to which Russia has been exerting malign influence in conflicts worldwide through the use of proxy forces, including private military actors. The Army, the joint force, and U.S. allies and partners require a better understanding of the role that these Russian-hired private military actors play in conflicts, how to address their presence in operational planning, and the implications for U.S. policy with regard to Russia. The United States and its allies may be able to counter these forces through cogni-

tive maneuver. U.S. Army Special Operations Command (USASOC) recognizes that the best way to win wars may be to use force in the multidomain context to achieve cognitive objectives—to change minds, to change behaviors, to win.2

With a specific focus on the case of Russian private military activity in Syria between 2015 and 2019, the purpose of this report is to apply a model developed at RAND to explore adversaries’ “will to fight” to an analysis of (1) what motivates and demotivates Russian private military contractors in Syria and the companies that hire them to fight; (2) what influences the Russian government’s decisions about whether and how to utilize private military actors in Syria; and (3) how USASOC and other U.S. government entities can leverage cognitive maneuver to counter these actors.3 To that end, this report addresses the following research questions:

1. Who are the relevant actors in the Russian private military sphere to consider when assessing Russian private forces’ will to fight?
2. What factors are most relevant to Russian private military actors’ will to fight?
3. How do Russian private military actors compare with their current and historical Western counterparts, and what lessons can be drawn from these comparative cases to inform U.S. opportunities to counter adversary-employed private military actors?

---


We employed a multimethod qualitative approach to address these questions, including a media analysis, a literature review, conversations with subject-matter experts, and a limited number of semistructured interviews with foreign military personnel who had operational experience with Russian private military actors. Finally, we performed selective case-study analyses of analogous instances of private military contractor employment to derive lessons learned and identify particular individual, corporate, and client-state and societal factors that may make private military forces vulnerable to cognitive maneuver and attendant declines in their will to fight.

This topic is important for several reasons. First, all U.S. government agencies and military services should be concerned about Russia’s increasing use of private military actors worldwide. These deployments allow Russia to expand its military footprint while maintaining plausible deniability in major combat operations and competition short of armed conflict. To effectively engage on this topic, the U.S. Army needs to be well informed regarding Russian private military actors’ characteristics, activities, motives, and vulnerabilities. Second, USASOC forces have a potentially unique role to play in implementing U.S. military strategy vis-à-vis private military actors, especially in competition short of armed conflict, because of their positions in theaters of interest and their particular skill sets. Indeed, Army psychological operations, civil affairs, and special operations personnel are likely to be called upon to pursue cognitive maneuver activities, such as messaging and information operations, to stymie Russian private military activity. Therefore, it is critical for the U.S. Army and USASOC-aligned forces to develop a foundational understanding of Russian private military actors and their activities, as well as potential methods for exploiting their vulnerabilities.

**Who Are the Relevant Actors in the Russian Private Military Sphere?**

Russia has a long history of relying on former military personnel and intelligence specialists to reinforce its national interests in areas that
are most critical to the state’s leading exports: energy and arms. Most modern Russian private military actors can trace their lineage back to Alpha Group and its sister unit, Vympel (also known as Vega Group), counterterrorism and counterespionage units formed under the auspices of the KGB’s development courses for officers following the dissolution of the Soviet Union. Alpha Group and Vympel, in turn, have ties to World War II–era partisan warfare units and the creation of specialized irregular reconnaissance task forces in the 1950s.4

One of the most recent iterations of the Russian marketized force model is the Wagner Group, founded in 2014 by Dmitry Utkin, former commander of the Russian military intelligence directorate’s (GRU’s) Spetsnaz special forces units. That same year, Wagner contractors took part in the annexation of Crimea and fought in the Donbass conflict in eastern Ukraine. In fall 2015, when Moscow launched its military intervention in Syria, Wagner deployed more than 2,000 personnel to support the campaign; that number grew to 5,000 by 2017.5 The Wagner Group has also reportedly operated in Sudan, the Central African Republic, Madagascar, Libya, Mozambique, Mali, and Venezuela. Russia’s use of the Wagner Group as a paramilitary entity grew quickly and extensively during the war in Ukraine, and by 2023, the group was reportedly employing 50,000 fighters at one time on Ukrainian soil.6

Other Russian private military companies (PMCs) that have appeared, to varying extents, in traditional media and online social media reporting since 2001 include the following:

• Anti-Terror Orel
• Slavonic Corps
• Moran Security Group
• RSB Group
• E.N.O.T. Corps
• MAR
• DOBRANDR
• Turan
• Centre R
• ATK Group
• Tigr Top-Rent Security
• Cossacks
• Patriot.

Media and scholarly writing, relying on a mix of hard evidence and anecdotal speculation, indicates that contractors working under the auspices of one or more of these companies have operated in Iraq, Afghanistan, Ukraine, Syria, Libya, Chechnya, Tajikistan, Yemen, Burundi, and earlier incarnations of the conflict in Ukraine—some as far back as the late 1990s.8

What Factors Are Most Relevant to Russian Private Military Actors’ Will to Fight?

The will-to-fight model was developed to assess the will to fight of military forces and so could not be adopted wholesale to examine the motivations of private military actors. Our research identified six factors as particularly important for understanding the will to fight of private military actors (specifically, Russian private military actors). These

7 The industry’s lack of transparency limits analysts’ ability to track the existence and activities of Russian private military actors, though many have tried. See, for example, Marten, 2019 and Sergey Sukhankin, “Continuing War by Other Means: The Case of Wagner, Russia’s Premier Private Military Company in the Middle East, Washington, D.C.: Jamestown Foundation, July 13, 2018b.

8 Browne, 2019; Lister, Shukla, and Ward, 2019; Flanagan, 2019; Marten, 2019.
factors are outlined in red in Figure S.1. Those outlined in gray were potentially relevant in determining private military actors’ operational effectiveness, but we found that these factors were not decisive in motivating them to fight.

**What Lessons Can Be Drawn from Comparative Cases to Counter Adversary-Employed Private Military Actors?**

Applying the modified will-to-fight model led us to the following conclusions with regard to this population.

**Identity**

The individual identities of contractor personnel vary and may not align with the goals of the Russian state or PMC leadership goals in ordering the deployment. Therefore, the impact of identity on will to fight is variable. However, detailed analyses of private military contractors’ individual identities provide insight into potential vulnerabilities regarding their will to fight.

Data limitations make it difficult to discern the relevant components of the identities of Russian private military actors operating in any given area, but in the Syrian conflict (between 2015 and 2019), we know that they were typically Eastern European, possibly (but not necessarily) patriotic, and most likely had military or intelligence background and skill sets that they sought to apply to lucrative work beyond the military.

**Individual Well-Being**

Challenges to individual well-being may decrease one’s will to fight, as well as effective occupational functioning while performing tasks related to a contracted, military-relevant position in theater. Anecdotal reports indicate that some Russian contractors have returned home from Syrian deployments with posttraumatic stress disorder and physical and mental health problems that are likely to go unaddressed over the long term.
Figure S.1
Factors Relevant to Private Military Actors’ Will to Fight

SOURCE: Identified factors draw on the military will-to-fight model described in Connable et al., 2018, with the exception of individual well-being, an addition suggested by this research.

NOTES: A red outline indicates a key factor that determines a Russian private military actor’s will to fight: economic pressures, identity, individual well-being, unit cohesion, organizational control, and degree of support at the state and societal levels. The remaining factors (outlined in gray) are potentially relevant to the effectiveness of private military actors but were not decisive in motivating them to fight.
**Economics**

Economic factors in the military will-to-fight model can be associated with oneself or one’s family and include several drivers that can directly affect an individual’s will to fight: (1) the need for subsistence, (2) the desire for socioeconomic advancement, and (3) the motivation to earn money and improve quality of life.

Compiled data from media reports indicate that pay rates for Russian private military actors—even at the more senior operational levels—are significantly lower than for Western contractors who provide security services in theaters of conflict under the auspices of Western PMCs. However, the pay offered to contractors who work for Russian private military actors was significantly higher than the average monthly salary in Russia as of early 2020 and was, in some cases, higher than what U.S. prime contractors paid Eastern European nationals for their service in Iraq in the early and mid-2000s.

**Cohesion**

High levels of task cohesion between private military actors and their state military counterparts can increase military effectiveness by positively influencing will to fight at the team level. Notably, at least one currently active Russian PMC, the Wagner Group, appears to maintain a clear and well-developed command-and-control (C2) system within its own company formations, following a template drawn from the structure of the Russian armed forces. Such a structured C2 approach may assist in improving task cohesion between contractors and the allied military forces they deploy alongside, although co-deployment of military and private forces is typically quite challenging and can lead to coordination problems, friendly-fire issues, or outright violence.\(^9\)

**Control**

The concept of control reflects the relationship between individual and higher-level factors. For example, individual will to fight may not be inherently strong, but unit- and organization-level coercion may be

---

sufficiently strong that, on the surface, the will to fight of the entire unit or organization appears to be quite robust. Thus, will to fight may be vulnerable if individuals are targeted, but there is a risk such efforts will fail due to unit or organizational oversight.

The private military industry is illegal in Russia, and some speculate that this intentional illegality is a mechanism for Putin or the Russian Federal Security Service to control private military actors and ensure their loyalty. Other mechanisms of both unit and organizational control appear to include recruiting personnel with promises of lucrative and easy work, then holding their passports until their contract has been fulfilled.

Support
A lack of state or societal support can weaken will to fight. Russian private military actors and their Western counterparts have appeared over time to receive comparable levels of state support. For example, wounded contractors who work for Russian companies are treated in Russian hospitals and share training sites with Russian military bases. Yet, due to the industry’s illegal status in Russia, state support wavers at times. Societal support is more tenuous, and it is the absence of societal awareness and hence support that seems to enable Russia’s use of private military actors and thus may be a vulnerability in these forces’ will to fight. Indeed, intentional obfuscation regarding contractor casualty counts has led to a dearth of Russian popular attention to the use of contractors, which equates to a public “nod” to these deployments.

The Best Options for Countering Adversary-Employed Private Military Actors in Syria and Beyond

We recommend that USASOC and the broader U.S. government pursue three lines of effort moving forward to exploit vulnerabilities associated with Russia’s use of private military actors. Many of these recommendations center on messaging activities that are likely to be conducted by USASOC psychological operations forces; however, all
USASOC components should look for opportunities to exploit these vulnerabilities within their own mission sets.

**Individual and Company/Organizational Levels: Exploit Vulnerabilities in the Recruitment and Retention of Promising Contractor Personnel**

Analyses via the lenses of the *identity, economics, individual well-being,* and *control* factors provide insight into conceivably fruitful cognitive maneuver activities for USASOC to pursue at the individual and company/organizational levels. It appears that Russian contractor personnel tend to select this type of work for self-interested or clientelistic reasons and are often not treated well by the Russian government. Indeed, in some cases, it appears that they are victims of outright exploitation by the state or the companies they work for. These individuals may therefore be moderately vulnerable and their loyalties highly malleable. It follows that efforts to weaken their loyalty and commitment may prove fruitful.

Options for exploiting such vulnerabilities could include overt messaging efforts through social media and other venues to highlight the inequities in pay and living conditions between operational contractors on the ground and individuals higher in the ranks of the PMC corporate structure, or to highlight to the demographic of potential recruits the coercive nature of such contracts. Moreover, broad messaging of statistics regarding contractors’ deployment-related physical and mental health and challenges acquiring long-term treatment for these problems could affect recruitment of both new and veteran contractors over time.

**Team Level: Exploit and Deepen Potential Discord Between Contractor and Military Populations**

Analyses via the lens of the *cohesion* factor—specifically, task cohesion—provide insight into potentially fruitful cognitive maneuver activities for USASOC to pursue at the team level. Western uses of PMCs have provided abundant examples of poor coordination and, at times, hostile or deadly interactions between contractors and
supposedly allied military forces. U.S. psychological operations and special operations forces could fruitfully explore methods of sowing disorder and resentment between Russian private military contractors and Russian military forces, both in high-tension combat operations and in everyday interactions outside of the conflict space, including domestically in Russia and Eurasia.

State and Societal Levels: Widely Disseminate Information About Contractors’ Veteran Status and Contractor Casualties to the Russian Public

Analyses via the lens of the support factor provide insight into potentially fruitful cognitive maneuver activities for the U.S. government to pursue at the state and societal levels—possibly with support from USASOC. There is evidence that contractor casualties are significantly underreported in Russia and that contractors’ families are prohibited from talking to the media if they hope to receive death compensation. In an effort to foster societal backlash within Russia against the Russian government’s utilization of private military actors, U.S. forces should consider methods to broadly disseminate information about Russian involvement in foreign conflicts—including the use of Russian veterans in private military roles and their subsequent treatment—to the Russian public, as well as data on contractor casualties.

---
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CHAPTER ONE

Understanding the Will to Fight of Private Military Actors

The research reported here was completed in July 2020, followed by security review by the sponsor and the U.S. Army Office of the Chief of Public Affairs, with final sign-off in June 2023.

The work therefore predates Russia’s 2022 invasion of Ukraine, and largely omits consideration of Russian private military forces in the war in Ukraine. Nonetheless, as of June 2023, this analysis remains relevant to an in-depth, long-term understanding of Russian private military actors and their will to fight.

In Ukraine, Syria, and other conflict hotspots around the globe, private contractors are operating on behalf of, yet are ostensibly separate from, the Russian state. Indeed, there is documentation that the Russian Wagner Group is or has recently been active in Ukraine, Syria, Sudan, the Central African Republic, Madagascar, Libya, Mozambique, Mali, and Venezuela.¹

Russian private military actors appear to be somewhat unique in that they have a direct relationship with Russian state leadership, but they technically remain illegal under Russian law. Moreover, although Russian military force privatization has roots extending back to the end of the Cold War, the extent to which the Russian state employs

private military actors has exploded in the past decade. These actors are increasingly thought to constitute a critical, planned component of Russia’s military end strength for ground operations, and they are intrinsically tied to protecting and sustaining two of Russia’s leading exports: energy and arms.\(^2\)

Against the development of Russia’s “new generation warfare” concept—which emphasizes the growing use of nonmilitary means in combination with military tools to achieve political ends—this increasing reliance on private actors for military functions around the globe is striking.\(^3\) In the context of the current U.S. focus on great power competition with Russia and China,\(^4\) and in light of the increasing extent to which Russia is exerting malign influence in proxy conflicts worldwide, the U.S. Army, joint force, and U.S. allies and partners need to consider and better understand these Russian-hired private military actors and how best to combat them. Indeed, given that private military actors are central to Russia’s new generation model of warfare, an ability to erode or disrupt their effective use would deny the Russian government a critical tool in achieving its political and military goals. Cognitive maneuver offers a promising option for the United States and its allies to exploit Russian vulnerabilities and undercut its new generation warfare model.

The purpose of this report is to apply a model developed by RAND Corporation researchers to explore adversaries’ “will to fight,” as a lens through which to analyze the threats posed by Russian private military


On private military companies (PMCs) and Russian hybrid warfare strategy, see Margarete Klein, *Private Military Companies: A Growing Instrument in Russia’s Foreign and Security Policy Toolbox*, Helsinki, Finland: European Centre of Excellence for Countering Hybrid Threats, March 2019.

actors, focusing on the case study of the Syrian civil war between 2015 and 2019. The ultimate aim is to help U.S. Army Special Operations Command (USASOC) and other U.S. military and government entities better assess (1) what motivates and demotivates private military contractors and the companies that hire them to fight; (2) what motivates and demotivates the Russian state government to utilize private military actors in Syria; and (3) what USASOC and other U.S. military and government entities can do to influence such activities.

In an attempt to elucidate U.S. opportunities to exploit the strengths and vulnerabilities associated with Russia’s utilization of private military actors, this report explores key issues regarding private military actors’ will to fight across multiple cases and time periods. In doing so, it focuses particularly but not exclusively on Russian private military actors, comparing and contrasting this relatively opaque, clientelistic case of military privatization with lessons learned from other cases of private military force use over the past several decades.

This topic is critically important for several reasons. First, the entire U.S. national security apparatus should be concerned about Russia’s increasing deployment of private military actors worldwide, as such activity allows Russia to expand its military footprint while maintaining plausible deniability and, therefore, relative opacity both in major combat operations and in the competitive space short of armed conflict. Although Russia’s use of private military actors is quickly becoming a global phenomenon, prior to the invasion of Ukraine in 2022, it

---

5 For the purposes of this report, the phrase private military actors comprises both PMCs and individual private military contractor personnel. In this transnational industry, the two are related but also distinct. For example, Russian PMCs sometimes hire non-Russian nationals and sell their services to non-Russian firms and clients. Thus, it is critical to explore these actors’ will to fight at both the corporate and individual levels. In the academic and policy literature, the term PMC is often conflated with both private security company (PSC) and private military and security company (PMSC). However, the distinction appears to be that PSCs provide security and combat-related services only, whereas PMC and PMSC are broader terms encompassing all the services marketed by these companies, including security and combat-related services. In this report, we refer simply to PMCs or private military actors, except when quoting from sources that use different terminology. Notably, Russia’s primary private military actor, the Wagner Group, began as a more-traditional PMC, but it has essentially evolved into a state-affiliated paramilitary or auxiliary force in the years since this research was originally conducted.
had been most visible—and, arguably, had the greatest impact on conflict outcomes—in Syria. The U.S. Army needs to be well informed regarding Russian private military actors’ characteristics, activities, motives, and vulnerabilities in the Syrian context to effectively coordinate future operations involving such actors.

All U.S. Army forces should be aware of Russian private military actors because of their potential participation in major combat operations or other direct operations in theaters of conflict. USASOC has a unique role in combating these forces, a result of both the positioning of USASOC-aligned forces globally and the particular skill sets of these forces. Army psychological operations, civil affairs, and special operations personnel are likely to be on the front lines, competing with or battling such opaque forces in the gray zone below the threshold of armed conflict. Therefore, it is essential for USASOC-aligned forces to comprehensively understand Russian private military actors and their roles, as well as possible methods for exploiting their vulnerabilities.

To that end, this report addresses the following research questions:

1. Who are the relevant actors in the Russian private military sphere for the purposes of understanding best how to influence these forces’ will to fight?
2. What factors are most relevant to Russian private military actors’ will to fight?
3. How do Russian private military actors compare with their current and historical Western counterparts, and what lessons can be drawn from these comparative cases to inform U.S. opportunities to defeat adversary-employed private military actors?

**Cognitive Maneuver**

As explained in USASOC’s explorations of cognitive maneuver, the best way to win wars may be to use force in a multidomain context to
achieve cognitive objectives—to change minds, to change behaviors, to win. In general terms,

maneuver is a principle of Joint operations that involves the employment of forces in the operational area through movement in combination with fires to achieve a position of advantage in respect to the enemy.

In the land domain, military forces conduct combined arms maneuver, including envelopment, turning movement, frontal attack, penetration, infiltration, and flank attack. Cognitive maneuver occurs in the human domain and aims to shape contextual conditions and influence decisionmaking. USASOC defines cognitive maneuver as the tactics of a campaign to shape the conditions of the global environment and influence actors’ decision-making behaviors. We shape and influence to continually maintain positions of advantage, adapting to the changing nature and character of conflict.

This is a natural outgrowth of efforts to operate in the human domain, in which “evolving operational demands require a force that is capable of impacting human decisionmaking and associated behavior and focus campaign design on creating desired effects to achieve success across all domains.”

Note that cognitive maneuver is related to cognitive aspects of military operations, which focus on the three mental functions that

---


influence the formation of perception, intent, decisionmaking, and behavior: (1) *cognition*, which refers to modes of knowledge and information processing; (2) *affect*, which refers to emotion and feeling; and (3) *conation*, which refers to impulse, yearning, and striving to carry out an act.\(^\text{11}\)

RAND’s will-to-fight model draws on these explorations of how best to conceive of cognitive maneuver and seeks to elucidate the cognitive levers that may be relevant to various actors’ will to fight in a range of circumstances.

**Background on the Will-to-Fight Model**

RAND’s will-to-fight model, designed to analyze the military units of nation-states, includes 29 multifaceted cognitive factors that influence the will to fight of military units.

A primary goal of this assessment approach is to add purpose, structure, and credibility to what is often derided as a subjective process.\(^\text{12}\) Ideally, further exploration and modification of the will-to-fight model and tool will lead to a holistic combat effectiveness assessment approach that integrates both the tangible and intangible factors of warfare.

Understanding the will to fight of any adversary requires assessing the factors that influence that adversary’s forces. Factor-by-factor assessment is the most realistic, practical, and feasible way to assess the disposition of a military organization or unit to fight, act, or persist. It is necessary to accept at the outset that finite clarity is out of reach. Furthermore, as stated earlier, there is no single factor or small


set of key factors that can explain will to fight in any one case or in general. Instead, understanding will to fight is a process of factor-by-factor assessment with the goal of identifying strengths that might be reinforced and weaknesses that need to be shored up through security force assistance.

Figure 1.1 shows the will-to-fight model containing 29 major factors and 61 subfactors. All are derived from a nine-part, mixed-methods research effort, the results of which were published in the 2018 RAND report *Will to Fight: Analyzing, Modeling, and Simulating the Will to Fight of Military Units*. The model helps focus the analysis of each factor at four different levels and along three broad dimensions: At the levels of the individual, unit, organization, state, and society, and along the dimensions of motivation, capability, and cultural factors. For example, unit competence is assessed as a capability, while societal identity is assessed as a cultural factor. Most of the factors have associated subfactors, which are designed to help break down the analysis and categorize the evidence. For example, organizational control consists of methods of coercion, persuasion, and the cultural approach to discipline. All factors are more or less *durable* in battle, rated high, mid, or low. Durability reflects the likelihood that factors might change over the course of a single battle or over a short series of battles. All the factors collectively help describe the unit’s or organization’s disposition to fight in a prospective battle.

13 Connable et al., 2018.

14 Unit competence is defined by unit skills, training, and performance. Skills indicate the ability of individuals and units to perform tasks. According to the will-to-fight model, “Training is the methods and capabilities used to build and maintain skills. Performance is the demonstration of skills. All components of competence can build or erode confidence and, therefore, disposition to fight” (Connable et al., 2018, p. 80).

In the will-to-fight model, identity “includes social and personal identity. It is the commitment to an identity (e.g., expectations about what a soldier does) or sense of self-search for satisfaction” (Connable et al., 2018, p. 54).

15 Control “is the method of obtaining obedience to orders and pursuit of mission objectives. Control relies on a mix of coercion and persuasion, and it is reflected in discipline” (Connable et al., 2018, pp. 79–80).
Figure 1.1
The Military Will-to-Fight Model
Each factor in the model represents a line of influence on the disposition to fight. Every factor is interdependent in some way. Organizational leadership affects unit leadership, which affects esprit de corps, unit support, cohesion, and so on. In an ideal world, this model would be fully interactive and dynamic. There would be a theory-driven way to show every relational value between every factor, as well as a way to calculate all those dynamic relationships to generate a finding. As of mid-2023, no field of scientific endeavor had come close to cracking the code on this kind of interwoven human complexity. Therefore, the RAND model and this report pursue a clearer understanding of each factor, along with trends across factors. Another way to view the model and factors is in table form. Table 1.1 shows the same factors, subfactors, levels, and categories aligned vertically and horizontally, with factors shaded.

16 Leadership in the model is defined, described, and has the same subfactors at both the unit and organizational levels. “Leadership is the act of a single person in authority directing and encouraging the behavior of soldiers to accomplish a military mission.” Leadership subfactors are competence and character, “and leaders connect with soldiers and other leaders through vertical cohesion.” However, the description of organizational leadership notes, “Vertical cohesion between units and the organization’s leadership is weaker and more distant than at the small-unit level,” and “assessment and analysis of organizational influences on will to fight might require an examination of several levels of vertical leadership” (Connable et al., 2018, pp. 71, 88).

Relevant to all analyses of military will to fight in that loyalty to an organization influences individuals’ and units’ will to fight, “Esprit de corps is a French term generally translated as ‘group spirit.’ It is also called élan or pride, and it is often referred to simply as esprit (spirit). Members of a particular unit develop part of their individual identity in relation to the unit and to the organization.” Acknowledging that it is a factor at every level of an organization, the will-to-fight model ties esprit to “the fighting spirit of a unit and an ardor or eagerness to pursue a cause or task,” adding, “It captures a confidence in battle prowess and success, and concepts of elite membership.” (Connable et al., 2018, pp. 77–78, 88).

Unit support “is the sufficiency and timeliness of equipment, supplies, weapons, medical assistance, fires, food, water, and other things the unit needs to accomplish its missions” (Connable et al., 2018, p. 82).

Cohesion includes both task cohesion and social cohesion at the unit level. Task cohesion is “a commitment to collective goals,” whereas social cohesion “is bonding based on friendship, trust, or other aspects of interpersonal relationships,” formed through, for example, “shared experience and hardship.” In the model, “Social cohesion in the standard model of military group cohesion includes both horizontal (peer) and vertical (leader) bonds” (Connable et al., 2018, pp. 65–66).
### Table 1.1
Will-to-Fight Model Factors and Subfactors

<table>
<thead>
<tr>
<th>Level</th>
<th>Category</th>
<th>Factors</th>
<th>Subfactors</th>
</tr>
</thead>
<tbody>
<tr>
<td>Individual</td>
<td>Individual motivations</td>
<td>Desperation</td>
<td>Personal, social, unit, state, organization, and society</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Revenge</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Ideology</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Economics</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Individual identity</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Individual capabilities</td>
<td>Quality</td>
<td>Fitness, resilience, education, adaptability, social skills, psychological traits</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Individual competence</td>
<td>Skills, relevance, sufficiency, and sustainability</td>
</tr>
<tr>
<td>Unit</td>
<td>Unit culture</td>
<td>Unit cohesion</td>
<td>Social vertical, social horizontal, and task</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Expectation</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Unit control</td>
<td>Coercion, persuasion, and discipline</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Unit esprit de corps</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Unit capabilities</td>
<td>Unit competence</td>
<td>Performance, skills, and training</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Unit support</td>
<td>Sufficiency and timeliness</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Unit leadership</td>
<td>Competence and character</td>
</tr>
<tr>
<td>Level</td>
<td>Category</td>
<td>Factors</td>
<td>Subfactors</td>
</tr>
<tr>
<td>----------</td>
<td>---------------------</td>
<td>--------------------------</td>
<td>-------------------------------------------------</td>
</tr>
<tr>
<td>Organization</td>
<td>Organizational culture</td>
<td>Organizational control</td>
<td>Coercion, persuasion, and discipline</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Organizational esprit de corps</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Organizational integrity</td>
<td>Corruption and trust</td>
</tr>
<tr>
<td></td>
<td>Organizational capabilities</td>
<td>Organizational training</td>
<td>Capabilities, relevance, sufficiency, and sustainment</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Organizational support</td>
<td>Sufficiency and timeliness</td>
</tr>
<tr>
<td></td>
<td>Doctrine</td>
<td></td>
<td>Appropriateness and effectiveness</td>
</tr>
<tr>
<td></td>
<td>Organizational leadership</td>
<td></td>
<td>Competence and character</td>
</tr>
<tr>
<td>State</td>
<td>State culture</td>
<td>Civil-military relations</td>
<td>Appropriateness and functionality</td>
</tr>
<tr>
<td></td>
<td></td>
<td>State integrity</td>
<td>Corruption and trust</td>
</tr>
<tr>
<td></td>
<td>State capabilities</td>
<td>State support</td>
<td>Sufficiency and timeliness</td>
</tr>
<tr>
<td></td>
<td></td>
<td>State strategy</td>
<td>Clarity and effectiveness</td>
</tr>
<tr>
<td></td>
<td></td>
<td>State leadership</td>
<td>Competence and character</td>
</tr>
<tr>
<td>Society</td>
<td>Societal culture</td>
<td>Societal identity</td>
<td>Ideology, ethnicity, and history</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Societal integrity</td>
<td>Corruption and trust</td>
</tr>
<tr>
<td></td>
<td>Societal capabilities</td>
<td>Societal support</td>
<td>Consistency and efficiency</td>
</tr>
</tbody>
</table>

SOURCE: Connable et al., 2018, pp. 41–42, Table 2.3.

NOTE: See Connable et al., 2018 for detailed definitions of each factor.
Even a quick review of the factors shows the holism inherent in the assessment approach. It includes a range of military-specific cultural factors, motivations, and capabilities, as well as a broad array of factors exogenous—but also critical—to understanding the will to fight of a military force. It includes analyses of such material factors as the quantity and quality of military equipment (under unit support, organizational support, and state support) and nonmaterial factors, such as training, fitness, individual skills, and leadership, that are often woven into existing combat effectiveness assessment tools.

Research Approach

To address the research questions that framed this study, we employed a multimethod qualitative approach. First, we drew on subject-matter expertise on PMC forces and the ways in which they differ from military units to identify an initial subset of factors in the will-to-fight model that were potentially applicable to this case. We narrowed down this subset of factors to those that appeared to capture the majority of the dynamics specific to PMC forces through a media analysis and scholarly literature review, conversations with subject-matter experts, and a limited number of semistructured interviews with foreign military personnel who had operational experience with Russian private military actors. In doing so, we identified a gap in the will-to-fight model that could reveal exploitable vulnerabilities relevant to cognitive maneuver: the health and well-being of private military contractors, something that appears to go unaddressed by either the Russian state or their corporate employers. We therefore propose the addition of an individual well-being factor.

Finally, we performed selective case study analyses of analogous instances of private military contractor employment to derive lessons learned and points at which particular individual, corporate, and client-state cognitive factors may be vulnerable to cognitive maneuver. It is critical to note that the following analysis is limited to identifying actors and cognitive factors that are relevant to Russia’s use of private military forces—both in active conflicts and in other various areas
of competition short of armed conflict—and pressure points that the United States could exploit.

The remainder of this report provides an overview of Russian private military actors and activity in Chapter Two. Chapter Three outlines the will-to-fight factors that are relevant to this case, details how the factors relate to Russian private military actors and activities, and describes theoretically exploitable vulnerabilities identified in our factor-based analysis. Chapter Four offers conclusions from our findings and recommendations for the U.S. government, U.S. Army, and USASOC specifically regarding future cognitive maneuver activities against Russian private military actors.
The rapid growth in Russia’s employment of private military actors in recent years is notable and appears to be tied to the Russian state’s overall efforts to quietly increase its global footprint below the threshold of armed conflict through hybrid warfare and strategic competition. In addressing the first research aims of this study, this chapter explores the question of who the relevant actors are in the Russian private military sphere for the purposes of understanding how best to influence their will to fight.

It is important to note Russia’s roles as both a contracting state and a home state for contracted forces (i.e., it employs private military actors both domestically and abroad, and it exports private military services to other client states).¹ The distinction between Russia’s import and export markets for private forces has become increasingly opaque, with the Russian state technically maintaining that the existence of private military companies and the use of their services are illegal in Russia, despite extensive evidence of close Russian state support and client relationships with particular firms.² Interestingly, prominent figures, including Russian president Vladimir Putin, have argued

---

¹ This exporting of private military support occurs through contracts with PMCs, such as the Wagner Group, and deployments of individual private military contractors.

for legalization, and a bill to legalize PMCs was proposed in Russia’s Duma in 2018. It did not pass.\(^3\)

Prior to 2014, foreign military experts and scholars of military privatization generally believed that the market for forces *exported* from Russia and Ukraine—that is, for individual contractors’ and small firms’ services purchased by non-Russian entities—was generally thought to be small in comparison to the markets in the United States and the United Kingdom. The market tended to operate through informal networks rather than large corporate structures, with sellers who were generally (but not exclusively) individuals or small companies. As they do today, buyers included a range of foreign states, international government organizations, and private individuals. In the early 2000s, the Russian press estimated that between 5,000 and 10,000 Russian and Ukrainian contractor personnel were providing transport support—and sometimes filled combat roles—for various foreign firms and other entities around the globe. Contractor personnel on the Russian export market at this time were involved primarily in piloting Russian and Soviet planes and, increasingly, acting as armed guards or paramilitary forces in conflict zones. At that time, aircraft pilots and experts were by far the most commonly contracted personnel from Russia and Ukraine.\(^4\)

This export market should not be confused with the internal post-Soviet market for forces purchased by Russian entities to support operations abroad, but this appears to have been critical in driving the shape and character of present-day Russian private military actors. This market can trace its lineage back to counter-terror and counter-espionage units formed under the auspices of KGB development courses for officers following the dissolution of the Soviet Union—namely, Alpha Group and its sister unit Vympel (also known as Vega Group).

---


Alpha Group and Vympel, in turn, have ties to World War II partisan warfare units and the creation of specialized irregular reconnaissance task forces in the 1950s.\textsuperscript{5}

The supply of skilled veterans and related corporate networks following the dissolution of the Soviet Union therefore drove the market to some extent. Yet, the foundations of the demand signal in the current Russian market are shaped by clientelism, in the form of private firms that emerged in the post–Cold War era to support the security needs of state energy companies, such as Gazprom, Tatneft, Stroytransgaz, Zarubezhneft, Rosneft, and Surgutneftgaz, all of which are, in turn, led by close associates of Russian president Vladimir Putin.\textsuperscript{6} As Candace Rondeaux notes,

The transition of elite security cadres from government service to private security overlapped with several phases of privatization and reorganization of state enterprises of strategic importance for Russia’s export base. State-backed energy firms soon emerged as a key incubator for the PMSC industry. A few years after the Soviet collapse, [Russian president Boris] Yeltsin issued an executive decree that allowed Gazprom and Transneft to set up their own militarized armies to protect newly built infrastructure. Transneft and Gazprom subsequently joined a wave of state-run firms in the finance and energy sectors that staffed their specialized security divisions with former top KGB officers at the time.\textsuperscript{7}

Corporate demand for privatized security services continued to grow: By 2007, Gazprom employed 20,000 or more contracted personnel to secure its operations. Simultaneously, Putin initiated a broader, quiet privatization push between 2005 and 2007, giving control of major Russian exporting industries to politicians with state security ties and to longtime associates with roots in the KGB or its modern successor, the Russian Federal Security Service (FSB).\textsuperscript{8}

\textsuperscript{5} Rondeaux, 2019, pp. 25–26.
\textsuperscript{6} Rondeaux, 2019, pp. 20–29.
\textsuperscript{7} Rondeaux, 2019, pp. 28–29.
\textsuperscript{8} Rondeaux, 2019, p. 27.
It was against this backdrop of Russian force privatization that Dmitry Utkin, former commander of Glavnoye Razvedyvatelnnoye Upravleniye (GRU) Spetsnaz—Russian special forces units attached to the chief intelligence directorate of the Russian general staff—is reported to have founded the Wagner Group in 2014. Utkin was reportedly fascinated with Nazi Germany and chose the name “Wagner” in homage to one of Hitler’s favorite composers. Wagner contractors took part in the 2014 annexation of Crimea and have fought in Donbass, in eastern Ukraine. In fall 2015, when Moscow launched its military intervention in Syria, Wagner deployed more than 2,000 personnel there.

Though increasingly notorious, the Wagner Group is just one of several known Russian PMCs that operate abroad or have done so in the relatively recent past. In addition to the Wagner Group, the following Russian private military actors have been cited in traditional media and online reporting since 2001:

- Anti-Terror Orel
- Slavonic Corps
- Moran Security Group
- RSB Group
- E.N.O.T. Corps
- MAR
- DOBRANDR
- Turan
- Centre R
- ATK Group
- Tigr Top-Rent Security
- Cossacks
- Patriot.

---


11 Marten (2019) has highlighted that the RSB Group posts conflicting claims on its website that it “does not participate in armed conflicts” but can produce 1,000 former Russian
Media and scholarly reports detail, with a mix of hard evidence and speculation, that contractors working under the auspices of one or more of these companies have operated in Iraq, Afghanistan, Ukraine, Syria, Libya, Chechnya, Tajikistan, Yemen, and Burundi, in some cases as far back as the 1990s. This is in addition to reported Wagner Group operations in Ukraine, Syria, Sudan, the Central African Republic, Madagascar, Libya, Mozambique, Mali, and Venezuela.¹²

Indeed, by summer 2017, the Wagner Group alone may have employed as many as 5,000 contractors just to Syria. That number allegedly jumped dramatically from approximately 1,000 a year earlier.¹³ Other reports as of early 2018 provided more-precise numbers, with a slightly lower count of 4,840 Wagner contractors, though it is unclear whether all were deployed to Syria at that time.¹⁴ And as of early 2023, approximately 50,000 Wagner contractors were reportedly operating in Ukraine.

**Industry Structure in Context**

Russian private military actors and their relationships to the Russian state and Russian society differ in some ways from historical cases of

---

¹² Browne, 2019; Lister, Shukla, and Ward, 2019; Flanagan, 2019; Marten, 2019.
military privatization, and scholars and journalists studying these cases have focused on such distinctions and their implications as a departure from historical precedent. However, in other ways, Russia’s use of private military actors bears striking similarities to historical cases (in terms of both the purchase and sale of such services) involving the United States, United Kingdom, and South Africa, among other countries. Indeed, Russian private military actors constitute a hybrid between PMSCs and contractors emanating from the heretofore dominant states in the modern-day privatized security and military services market (such as the United States, United Kingdom, Australia, New Zealand, and South Africa) and the historical “mercenaries” with whom they are often grouped in terms of terminology.

A widely agreed-upon definition of the term mercenary is elusive, with scholars and analysts arguing over many of the most basic components of mercenarism. Most traditional conceptions of mercenaries involve a profit motivation or a foreign component and may depend on the degree to which they engage in public versus

---


any person who

(a) is specially recruited locally and abroad in order to fight in an armed conflict;

(b) does, in fact, take a direct part in hostilities;

(c) is motivated to take part in the hostilities essentially by the desire for private gain and, in fact, is promised by or on behalf of a Party to the conflict material compensation substantially in excess of that promised or paid to combatants of similar rank and functions in the armed forces of that Party;

(d) is neither a national of a Party to the conflict nor a resident of territory controlled by a Party to the conflict;

(e) is not a member of the armed forces of a Party to the conflict; and

(f) has not been sent by a State which is not a Party to the conflict on official duty as a member of its armed forces.
private violence, on a historical spectrum. Not quite mercenaries, auxiliary forces (troops hired out in units by their rulers to serve in foreign conflicts) are considered to be more mercenary-like than modern-day private military companies based in Western countries, both because they tend to be less attached to the cause for which they are fighting and because they are less often subject to legitimate control by the state actors in question. Historical examples of auxiliary forces include the Hessian forces hired to fight for the British in the American Revolution and the condottieri hired by Italian city-states in the 13th–15th centuries.¹⁷

Western PMCs, in contrast, are less mercenary-like than are most historical examples of mercenaries and auxiliary forces and have several notable characteristics distinguishing them from traditional, historically grounded concepts of mercenaries. Such characteristics include the following:

- Western PMC personnel are, by definition, backed by a corporate infrastructure designed to select, train, and deploy them. This corporate infrastructure similarly bids on contracts and, in most cases, has a professional portfolio detailing its performance on previous contracts.

The modern private military industry in Western states is unique in its scale and transnational nature. Indeed, many PMCs have the capability to hire hundreds of personnel representing a range of nationalities on short notice.

Virtually all reputable U.S.- and UK-based firms openly compete for government contracts and espouse a company ideology in line with the ideals of the United States and its Western allies.\textsuperscript{18}

Some but not all Western PMCs do indeed make both explicit and implicit attempts to shape foreign policy. In this sense, the degree of state control over modern Western PMCs seems to be rather reciprocal. The former Blackwater Worldwide is a prime example of this phenomenon.\textsuperscript{19}

Western companies in the industry adhere to several pieces of regulatory guidance aimed at increasing contractors’ compliance with international humanitarian law and instituting quality management systems for business operations at the corporate level. Relevant guidance includes the Montreux Document, the International Code of Conduct for Private Security Service Providers, and the American National Standards Institute’s PSC.1 Standard.\textsuperscript{20}


\textsuperscript{19} Acting almost like a nongovernmental organization or think tank, Blackwater’s Global Peacekeeping and Stability Operations Institute made the case for a public-private partnership between the U.S. military and PMCs in conducting peacekeeping operations. See Dunigan, 2011, chapt. 1.

\textsuperscript{20} The International Code of Conduct contains “standards and principles for the responsible provision of private security services” that are tied to international law and rules for companies that are members of the International Code of Conduct Association. (See International Code of Conduct Association, “About Us,” webpage, undated.) The code is an outgrowth of the 2008 Montreux Document, a collaboration between the International Committee of the Red Cross and the Swiss Federal Department of Foreign Affairs that brought together repre-
Despite these characteristics, Western PMCs do arguably resemble mercenaries to a much greater extent than do regular, state-sanctioned forces.\textsuperscript{21} Russian private military actors, on the other hand, are somewhat closer to auxiliaries than Western PMCs. In her detailed case study of the Wagner Group, Kimberly Marten refers to Russian private military companies as “semi-state” informal security organizations that have an opaque relationship with the Russian state, characterized by partial recognition and hazy contracting, sometimes in the face of apparent illegality. The vast majority of their members are recently retired veterans from one or another Russian state security force, but some groups have also attracted pro-Russian fighters from other post-Soviet states and Serbia as members.\textsuperscript{22}

Figure 2.1 presents a notional comparison between Russian and Western private military actors relative to state, mercenary, and auxiliary forces.


\textsuperscript{22} Marten, 2019.
Interestingly, the Russian state also appears to take a somewhat contradictory stance on whether it considers private military actors to be state-sanctioned forces and has refused to grant legal recognition to PMCs. As president, Putin has decorated private military actors for their service, and wounded Wagner fighters were evacuated from Syrian battlefields to Russian military hospitals on Russian military planes.²³ Yet, Russian state military forces will not tend to wounded private military actors on the battlefield prior to evacuation, and the FSB has met Russian contractors at the airport when they arrive back in Russia—after they have ostensibly supported state-sponsored missions—to interrogate and arrest them.²⁴ This odd relationship between the Russian state and Russian private military actors speaks to these forces’ greater similarity to auxiliaries as opposed to true mercenaries.

Marten notes that Russian private military actors have often functioned as force providers engaging in paramilitary or combat roles. This is another key distinction. Western PMCs provide a variety of services, including personal security details, training and advising, base support, logistical support, construction, weapon maintenance, transportation,
communication, intelligence analysis, and risk analysis, in addition to a very small subset of actors engaged in paramilitary activities.25

Clearly, Western private military actors are not a perfect analogue for Russian private military actors. Table 2.1 summarizes the distinctions discussed in this chapter and prefaces several additional differences between the two types of forces that are elaborated in Chapter Three.

Scholars and analysts have been studying the dynamics of historical and modern Western private military actors for the past two decades, and the variables driving Western private military actors’ will to fight and the concomitant markets for force are fairly well understood. Russian private military actors, on the other hand, are a relative black box. It therefore makes sense to perform a comparative analysis of Russian and Western private military actors to highlight possible points of influence related to Russia’s use of these personnel. In line with our third research question, Chapter Three presents trends and dynamics associated with a number of historical instances of Western private military utilization in examining the factors motivating private military actors to fight.

These comparisons offer insights about potential pressure points for exploiting states’ willingness to utilize private military forces, as well as the willingness of those forces and the companies that employ them to become embroiled in conflict themselves.

Table 2.1
Comparing Western and Russian Private Military Actors

<table>
<thead>
<tr>
<th>Factor</th>
<th>Western Private Military Actors</th>
<th>Russian Private Military Actors</th>
</tr>
</thead>
<tbody>
<tr>
<td>Individual-level motivations</td>
<td>Mix of economic and ideological (patriotic) incentives</td>
<td>Primarily economic incentives</td>
</tr>
<tr>
<td>Contractor personnel roles</td>
<td>Hired primarily to provide security/defense or combat support services (e.g., transport)</td>
<td>Often engage in direct combat in paramilitary roles; some engage in static site guarding</td>
</tr>
<tr>
<td>Pay and living/working conditions</td>
<td>Treatment varies by nationality: TCNs and local nationals paid less and have less hospitable living/working conditions</td>
<td>Treatment appears to vary by rank and military/government affiliation (e.g., personnel with FSB or GRU connections receive preferential treatment)</td>
</tr>
<tr>
<td>Recruitment</td>
<td>Transnational</td>
<td>Personnel drawn primarily from Russia, Serbia, Ukraine, and Moldova</td>
</tr>
<tr>
<td>PMC ideology</td>
<td>Aligned with Western values and goals; implicit and explicit attempts to shape policy</td>
<td>Indirect and opaque alignment with Russian state values and goals</td>
</tr>
<tr>
<td>Coordination with military forces</td>
<td>Evidence of coordination problems and tensions with military forces</td>
<td>Command-and-control (C2) template drawn from Russian armed forces might promote coordination (at least in the case of the Wagner Group)</td>
</tr>
<tr>
<td>Legal status and state recognition</td>
<td>Legal recognition and extensive corporate relationships with the U.S. Department of Defense (DoD)</td>
<td>No legal recognition</td>
</tr>
</tbody>
</table>
CHAPTER THREE
Applying the Will-to-Fight Model to Private Military Actors

Notably, the military will-to-fight model is not a perfect analogue for assessing the factors that motivate either individual private military contractors or PMCs or for assessing the factors that motivate the states that hire them. The model is premised on the organization of military units and relationships to their state and society; private military actors differ from military units both in their organization and in state government and societal perceptions of their role. Nonetheless, the military model is a useful baseline for understanding this population’s will to fight. Five factors from the model are relevant to the private military sphere, but we suggest adding an additional factor that is particularly salient to this analysis: individual well-being.

This chapter discusses all six of these factors in relation to both Russia’s use of private military actors and historical cases of predominantly Western military privatization. What follows is a deep dive into the motivations of a new ground force adversary that the United States is confronting in multiple theaters and in notably large numbers in Syria. As the Army considers Russian private military actors’ motivations and how they align with these will-to-fight factors in the Syrian theater and elsewhere, it might identify new opportunities to greatly strengthen U.S. tactical, operational, and strategic positions against such forces.
Translating the Military Will-to-Fight Model to Private Military Actors

Translating the military will-to-fight model to the private military sphere required identifying several key distinctions between military units and private military actors. Again, the model explores the cognitive motivations of five levels of actors: individuals, units, organizations, the state, and society. However, the private military industry is a transnational phenomenon, crossing state borders and balancing the interests of business, government, military, and society in various ways. As noted in Chapter One, we employed a multimethod qualitative approach that drew on subject-matter expertise, media analysis, a scholarly literature review, conversations with subject-matter experts, and a limited number of semistructured interviews with foreign military personnel to (1) identify an initial subset of factors in the will-to-fight model that were applicable and (2) to narrow down this subset of applicable factors to those that appeared to capture the majority of the dynamics specific to Russian private military actors.

Through this research, we developed a private military will-to-fight model comprising factors at the individual level (contractor personnel themselves), the contractor operator team level (taking the place of the military unit), the company level (that is, the corporate entity employing the personnel and winning the contracts), the state level, and the societal level. There are three distinct types of “state” actors that are relevant to private military utilization: (1) the client state with which a PMC has a contract (i.e., the contracting state); (2) the territorial state on whose territory contractors operate; and (3) the home states from whose citizenry the contracting personnel are drawn.¹

Figure 3.1 shows the five factors that we identified as particularly important for understanding the will to fight of private military actors—specifically, Russian private military actors. The figure also

¹ According to the 2008 Montreux Document, a contracting state is one that directly enters into a contract with a PMSC or one of its subcontractors. A territorial state is where a given PMSC operates, and a home state is where a given PMSC is registered or incorporated or its “principal place of management.” (International Committee of the Red Cross and Federal Department of Foreign Affairs of Switzerland, 2008, p. 10).
Figure 3.1
Factors Relevant to Private Military Actors’ Will to Fight

SOURCE: Identified factors draw on the military will-to-fight model described in Connable et al., 2018, with the exception of individual well-being, an addition suggested by this research.

NOTES: A red outline indicates a key factor that determines a Russian private military actor’s will to fight: economic pressures, identity, individual well-being, unit cohesion, organizational control, and degree of support at the state and societal levels. The remaining factors (outlined in gray) are potentially relevant to the effectiveness of private military actors but were not decisive in motivating them to fight.
shows our modification to the will-to-fight model in the form of the additional individual-level factor of individual well-being. Key factors that determine Russian private military actors’ will to fight are outlined in red. Although the remaining factors could be relevant, our research indicated that they were not decisive factors in motivating private military actors to fight. Detailed definitions of all the factors can be found in the appendix.

**Individual-Level Factors**

**Identity**

Identity in the military will-to-fight model includes both social and personal identity and is defined as “a commitment to an identity (e.g., expectations about what a soldier does) or sense of self-search for satisfaction.” In assessing private military actors’ will to fight, identity and other individual-level factors may provide the best opportunity for U.S. military exploitation. In other words, the individual identities of contractor personnel vary, and they may not align with the expectations of the Russian state or the goals of a PMC’s leadership in general or in relation to a particular contractor deployment. In the military will-to-fight model, “identity is both culturally obtained and unique within the individual: Each soldier forms a unique perspective on various influencing identities, and in doing so creates a separate unique identity that influences will to fight.” The impact of identity on will to fight is variable. However, detailed analyses of private military contractors’ individual identities can provide insight into potential vulnerabilities in their will to fight.

Identity is a complex concept in the private military sphere, often characterized on the Western side of the industry—which actively recruits personnel with military experience—by a desire to apply military-acquired skills in a civilian career field, and to do so lucratively. Patriotism has also been found to be a key component of identity in the

---

2 Connable et al., 2018, p. 54.
3 Connable et al., 2018, p. 53.
4 *Western* actors, as defined here, are based in or operate primarily from the United States, United Kingdom, Canada, South Africa, Australia, New Zealand, or NATO countries; they
Western private military industry, where most firms strive to actively align themselves with the rhetoric, goals, and ideology espoused by Western state clients.\(^5\)

Alison Hawks points out that a key distinction between military identity and what *identity* means for actors in the private military industry, as well as what makes the latter so difficult to define: “Security contracting is the culmination of experience. It is not a new skill industry in which distinctive skills and qualities are developed for purposes of identification.”\(^6\) Complicating any definition of *identity* for private military actors is the variation in contract terms and lengths; contractors move between teams, clients, employers, and countries. By its nature, the industry transcends national boundaries in the personnel it employs, the corporate players that dominate at any given time, and the public and private clients it serves.

Drawing on data from a survey and interviews with former U.S. and UK service members who were employed as private security contractor personnel, Hawks found that these personnel sought employment in the private military industry out of a desire for an environment in which they would be (1) understood using a common language, (2) recognized for specific skills and competencies, and (3) able to engage in work that gave them purpose. For those who had been out of the military for less than six months before becoming a security contractor, Hawks identified the strongest motives for seeking such work as a desire for environmental continuity, autonomy in contrast to a perceived lack of autonomy during military service, and social mobility through economic gain—such as paying for education, homeownership, and debt eradication. For Western contractors in the study sample who had spent more than six months in civilian life before becoming a security contractor, the strongest motives for joining the industry were a desire to return to a remembered experience, or “get

---

\(^5\) Dunigan, 2011.

back in the game”; to have others recognize the skills and competence acquired during their military career; to feel a sense of belonging; and to receive relatively substantial economic remuneration for their skills.\(^7\)

The Russian private military actors operating in Syria and elsewhere are so shadowy and elusive that it is difficult to definitively confirm the various components of their identity. Yet, we can piece together a partial picture from multiple reports by Yevgeny Shabaev, a former Russian military officer who has become an advocate for members of the Wagner Group and other Russian PMCs and claims to be in regular contact with these personnel. In a 2019 media interview, Shabaev claimed that Russian contractors are driven solely by monetary incentives rather than patriotic identity: “The system is based on personal financial interests, not on military sense. There is not any patriotism. There is only financial interest.”\(^8\) Shabaev also noted that state coercion may play a role, with some fighters recruited directly out of prison and with few other options open to them.\(^9\)

In these ways, personnel employed by Russian PMCs may be somewhat distinct from their Western counterparts. Then again, they may not be; Russian fighters quoted in the press have espoused patriotism to Russia:

There is a bigger motivation. If you are fighting under a Russian flag, with a Russian weapon, even if you are eating moldy food and are 10,000 kilometers from home, you are nonetheless fighting for Russia.\(^{10}\)

We know that most contractors who worked for Russian firms through early 2020 were of Russian, Serbian, Ukrainian, or Moldovan descent; Western firms, in contrast, tend to draw on a transnational

\(^7\) Hawks, 2014, pp. 76–77.
\(^8\) Giglio, 2019.
\(^9\) Borshchevskaya, 2019.
hiring pool.\textsuperscript{11} Yet, up until the massive deployment of Wagner fighters in Ukraine in 2022 and 2023, most Russian private military actors were similar to their Western counterparts in that they tended to be either military veterans or former officers of the military intelligence agency (GRU) or federal security agency (FSB), and most are recruited through informal and online veteran networks.\textsuperscript{12}

Existing knowledge of the Wagner Group provides some idea of how Russian PMCs were organized at the time of their involvement in Syria; there is some evidence that such an organizational structure has continued in the Wagner deployments to Ukraine in 2022 and 2023. There appear to be multiple levels of Wagner forces: essentially, the “cannon-fodder” (untrained, unskilled, force multipliers), semi-amateurs (recruited through veteran and Cossack networks), and a highly skilled officer level. Indeed, Wagner fighters have speculated in media interviews that the Russian state uses particularly dangerous operations as a “meat grinder,” sending the most ideologically minded recruits in an effort to purge potentially disruptive elements from its own borders:

There is a rumor that [Wagner] is a so-called “meat-grinder” project. What is to be done with those who fought in Donbas? With the idiots from the first wave who are real ideologues? These are scary people who could catalyze society. They can cause trouble like yeast in bread. But in Syria, you can help the interests of the country and get rid of some yeast at the same time. That’s what some people are saying. And probably there is something to it.\textsuperscript{13}


\textsuperscript{12} Andrew Linder, “Russian Private Military Companies in Syria and Beyond,” New Perspectives in Foreign Policy, No. 16, Fall 2018; Reynolds, 2019. This, of course, shifted in 2022 and 2023, with the massive use of Wagner fighters in Ukraine; an estimated 40,000 personnel were reportedly recruited directly from Russian prisons (“Russia’s Wagner Mercenaries Halt Prisoner Recruitment Campaign—Prigozhin,” Reuters, February 9, 2023).

\textsuperscript{13} Khazov-Cassia and Coalson, 2018.
Other Wagner fighters have impressive military records.\textsuperscript{14} There are indications that the more highly skilled forces are being recruited directly out of the FSB, where personnel are thought to be more capable than those in the GRU.\textsuperscript{15}

On the whole, then, it appears that contractors operating on Russian PMC contracts are typically Eastern European, perhaps patriotic, and most likely have a background in military or intelligence skill sets that they are seeking to apply to lucrative work beyond the military. This assessment implies that, in general, some portion of these contractor personnel falls into a limited demographic with narrowly defined and largely transactional incentives that drive their will to fight. Therefore, if offered other or more promising employment opportunities utilizing these skill sets, they might be vulnerable to enticement away from the ranks of these firms.

\textit{Individual Well-Being}

Individual well-being is not included in the military will-to-fight model. However, a high prevalence of deployment-related physical and mental health conditions in transnational contractor populations, coupled with a lack of long-term mental and physical health care among these populations, make this factor a major point of distinction between private military actors and state-run military forces. Defined as “the state of being happy, healthy, or prosperous,” individual well-being is relevant to both physical and mental health.\textsuperscript{16} A minimal level of economic security is necessary to ensure physical and mental health and, hence, well-being. Challenges to individual well-being may decrease will to fight, as well as effective occupational functioning in theater.\textsuperscript{17}

Indeed, because state-sanctioned military forces often have long-term health insurance coverage and other benefits associated with government employment, they are better able to address deployment-

\textsuperscript{14} Reynolds, 2019.
\textsuperscript{15} Sukhankin, 2018a.
\textsuperscript{17} See, for example, Dunigan et al., 2013, on the relationship between various aspects of deployment-related mental health and occupational functioning.
related health concerns than contractors, for whom insurance and benefits—when offered at all—do not typically extend beyond the short duration of a contract. Moreover, media and scholarly reporting indicate that Russian private military actors in Syria and beyond have suffered from health-related effects of deployment, pointing to the possibility that this factor represents exploitable vulnerabilities. We therefore determined that an individual well-being factor would be a useful addition to explore and analyze private military contractors’ will to fight at the individual level. Because these personnel are often transient actors in the industry, interested in short-term but lucrative employment, and frequently move between contracts and companies, the cognitive factors motivating them to fight at the individual level have a particularly strong potential for exploitation.

Prior research indicates that contractors worldwide suffer quietly from deployment-related mental health problems, such as posttraumatic stress disorder (PTSD) and depression, in greater numbers than either U.S. or UK military veterans. A 2013 survey of a transnational sample of 660 contractors found that 25 percent met criteria for probable PTSD, 18 percent screened positive for depression, and 10 percent reported high-risk drinking. By comparison, the proportions among U.S. military troops deployed to Iraq or Afghanistan at that time were estimated at 4–20 percent for PTSD, 5–37 percent for depression, and 5–39 percent for alcohol abuse. Rates of PTSD were lower among UK military personnel, with 4–7 percent reporting probable PTSD. Although the exact reasons for the heightened likelihood of such conditions in the contractor population are unknown, one hypothesis seemingly supported by existing data is that the private military industry stigmatizes

---

18 Dunigan et al., 2013.
19 Dunigan et al., 2013.
21 Dunigan et al., 2013.
seeking treatment and that mental health treatment and long-term insurance are not readily available to contractors in the industry.\textsuperscript{22}

The lack of long-term support for deployment-related mental and physical health problems acquired while working on contract is a sensitive and volatile topic among personnel working on the Western side of the industry, and it is worthy of further exploration with regard to Russian private military contractors. Indeed, in the United States, there has been extensive media reporting on injured contractors waiting for years for approval of Defense Base Act insurance claims, and in a number of cases—at least anecdotally—such claims are outright denied.\textsuperscript{23}

There are preliminary indications that Russian contractor personnel similarly suffer from physical and mental stress as a result of contract deployments. Lower-ranking Russian contractor personnel have claimed that they arrived in Syria to find the standards far worse than advertised, with harsh living conditions, poor food, and insufficient weaponry. The stress of this operating environment is likely compounded by the illegal status of the private military industry in Russia, which essentially carries with it a constant threat of being arrested and imprisoned for performing this work.

Those who complain about any of these conditions are reportedly afforded no reprieve and offered no way out of the country in which they are operating until their contract term has been completed. Meanwhile, higher-ranking contractors in the corporate structure of a given firm reportedly receive better treatment and even a percentage of profits.\textsuperscript{24} Some supporters, including Yevgeny Shabaev, who has filed a

\textsuperscript{22} Dunigan et al., 2013.


\textsuperscript{24} Giglio, 2019.
petition on Russian contractors’ behalf with the International Criminal Court, claim that many Wagner members have returned home with PTSD and other medical issues that go unaddressed. Basic treatment is apparently afforded to these personnel only when they are suffering from immediate battlefield wounds, but—as in the rest of the global private military industry—they receive no long-term treatment or medical follow-up.

It is not clear how well known the high rates of PTSD and limited support are among the broader Russian population. Any increase in publicity about the challenges that PMC personnel face could lead to recruitment and retention challenges. Indeed, such health issues—widely broadcast across the country and among those demographics from which PMCs hire—could affect recruitment over time.

**Economics**

Economics in the military will-to-fight model can be tied to both oneself and one’s family. This factor includes several drivers that can directly affect one’s will to fight: (1) the need for subsistence, (2) the need for socioeconomic advancement, and (3) a motivation to earn money and improve one’s quality of life. As alluded to earlier with regard to both the definition of mercenary and the identity of private military actors, economic motivations and overall incentives for a lucrative career are strong. Most accounts paint a picture of self-interested contractors working for Russian PMCs, with patriotism or loyalty to any state being less of a motivator than what is typically observed among Western contractors. After 2014, Russia experienced a visible economic downturn, with both living standards and real wages rapidly falling. Reports indicate that the typical recruit between 2015 and 2019 was a middle-aged Russian man (35–50 years old) with a military background and a family or dependents to support.

---

26 Giglio, 2019.
27 Connable et al., 2018, p. 54.
28 Sukhankin, 2018b.
At the height of Operation Iraqi Freedom and Operation Enduring Freedom in Afghanistan, contractors in the Western private military industry were able to make nearly a soldier’s annual salary in just one month. Two contractor interviewees who served in Afghanistan in 2002 and 2003 (with one returning for one month in late 2004) noted that they were making approximately $1,000 per day while deployed, working as PMC team leaders. Such pay was extreme even for among Western firms at the time and has abated somewhat. It is important to note that local nationals and third-country nationals (TCNs) who work for Western PMCs are paid substantially less than their Western-born counterparts. Wages for these personnel are approximately one-eighth to one-fifteenth of those paid to Westerners.

Data on funding and wages for Russian private military actors is less reliable and murkier, but media reports indicate that pay for contractors who work for Russian firms varies based on the deployment in question, level of seniority, and operational position in the field. Available data do not capture wages for various services performed by Russian contractors, but the type of service performed is also likely a relevant factor dictating one’s pay. Prior to deploying to Ukraine or Syria in the period between 2015 and 2019, Wagner personnel could expect to receive 80,000 rubles ($1,300) per month during preparations at Molkino. In Ukraine, contractor personnel were reportedly paid 20,000 rubles ($1,900) monthly, along with 180,000 rubles ($2,900) monthly for “installing order” on the territory of the “Luhansk People’s Republic,” the occupied, separatist portion of Ukraine’s Luhansk region. In addition, personnel were guaranteed 60,000 rubles ($960) per week while serving in action in Ukraine. Compensation to the family of a contractor killed on one of these deployments varied from 2 million to 3 million rubles ($32,000–$48,000). Notably, the “insur-

29 Dunigan, 2011, citing interviews with former private military contractor personnel, April 2007.

gents” from the Donetsk and Luhansk People’s Republics were making significantly less: approximately 15,000 rubles ($240) per month.31

From 2015 to 2016, the average salary earned by Wagner employees in Syria may have reached 240,000 rubles ($3,800) per month; if a deployment lasted an entire year, total pay would be the equivalent of $45,600. Russian sources suggest that monthly wages in early 2017—the height of the Russian campaign in Syria—may have been as high as 500,000 rubles ($8,000), or the equivalent of $96,000 annually. However, other sources suggest that salaries were in the range of 150,000–300,000 rubles ($2,300–$4,800) per month during this period.32 Family compensation for a death in combat was reportedly up to 5 million rubles ($80,000), which is equal to the standard compensation for the death of a Russian soldier.33

Notably, these figures are significantly lower than the pay offered to Western expatriates who perform security services for Western PMCs. They are nonetheless dramatically higher than the average monthly salary in Russia, which was, as of March 2020, 50,926 rubles per month (approximately USD $740, or an annual salary equivalent to $8,880).34

Perhaps more importantly, the reported wages offered by Russian PMCs are not significantly lower than those paid by U.S. firms, such as KBR, Fluor, and DynCorp, to Eastern European logistical support contractors in the Balkans conflicts in the mid-1990s and in Iraq in more recent years. Indeed, the U.S. Army’s Logistics Civil Augmentation Program (LOGCAP), which provides the vast majority of logistical support for the Army worldwide, specifically directs its prime contractors to bring TCN salaries into line with the prevailing

31 Sukhankin, 2018b.

32 Sukhankin, 2018b; Ray Finch, “Private Russian Soldiers in Syria,” OE Watch, Vol. 6, No. 10, October 2016. These figures align with those cited in an interview with a former Wagner contractor published in the Russian newspaper Moskovsky Komsomolets, who reported that Russian mercenaries are paid approximately $2,600 a month, while senior personnel are paid more than $4,000 per month. See Gurcan, 2019.

33 Sukhankin, 2018b.

wages of their home countries. In practice, this has meant that the salaries of Western PMC personnel from the same countries where Russian PMCs recruit—Bosnia, Kosovo, and elsewhere in Eastern Europe—are the same or less than the reported salaries offered to Wagner fighters in Syria in recent years. Adam Moore outlines this dynamic in his book on the evolution of Bosnian TCN pay in Iraq:

DynCorp, for instance, classified its employees according to four categories: 1) Expats (Americans), 2) Foreign National United Kingdom (FNUK), 3) Foreign National European (FNE), and 4) Foreign National Asian (FNA). Pay and privileges were roughly equivalent for expats and FNUK employees. My interviews suggest that DynCorp paid FNE workers (which were primarily from Bosnia, Macedonia, and Kosovo) less than KBR, with salaries for most positions between $30,000 and $50,000 [annually].

Critical assessment of the incentives and pay structure for personnel working for Russian private military actors may highlight ways in which the U.S. military can manipulate the labor market for these Russian firms. It may be worthwhile for future research on this topic to probe the possibility of luring Russian nationals and other citizens from Eastern European countries to work for Western PMCs employed primarily by U.S. government organizations and allied clients. To do this, contract mechanisms, such as LOGCAP, would need to be revised to ensure that the United States offers adequate wages and other career incentives to attract contractor personnel who might otherwise work for Russian PMCs. Although directly hiring Russian nationals for such positions would likely spark legitimate security concerns, shifting current practices among U.S. firms to reduce inequalities in pay between TCN contractors with Eastern European and Asian citizenship and their U.S. and Western counterparts could assist in channeling third-country labor toward the U.S. side of the industry and away from Russian PMCs. Such a strategy would be most useful if targeted specifically at the demo-

36 Moore, 2019, p. 57.
graphic most likely to find Russian PMC employment to be an attractive option: middle-aged military veterans with families or other financial commitments who hail from countries targeted for recruitment.

**Team-Level Factors**

**Cohesion**

*Cohesion* in the military will-to-fight model includes *task cohesion* and *social cohesion*, both operating at the unit level. *Task cohesion* is a commitment to collective goals. It defines units or teams composed of “members who share a common goal and who are motivated to coordinate their efforts as a team to achieve that goal.”

*Social cohesion*, meanwhile, “is bonding based on friendship, trust, or other aspects of interpersonal relationships,” formed through, for example, “through shared experience and hardship.” In the model, “Social cohesion in the standard model of military group cohesion includes both horizontal (peer) and vertical (leader) bonds.”

In the case of private military actors, we were particularly interested in task cohesion, not only among the components of a private military team itself but also between contractors and the military forces they operate alongside in the field. Prior research has found that successful PMC-military coordination in the field allows the entire force to be more responsive to its own needs and capabilities, as well as to external conditions, increasing its level of integration and military effectiveness.

Stated more directly, high levels of task cohesion between private military actors and their state military counterparts can increase mili-

---


38 Connable et al., 2018, p. 65.
tary effectiveness by increasing will to fight at the team level. In Operation Iraqi Freedom and Operation Enduring Freedom in Afghanistan, particularly in the early years of both conflicts, much of the coordination between private military contractors and supposedly allied military forces was ad hoc. When coordination problems occurred, they came with many interrelated problems that influenced military effectiveness, including friendly fire incidents between PSC and military personnel (so-called blue-on-white incidents), resentment over differences between PMC and military pay, the military’s lack of knowledge regarding PMCs’ presence in their areas of responsibility, and PMCs’ often-negative impact on local civilians’ perceptions of the entire military operation.\textsuperscript{39}

In any situation of private military contractor employment, it is critical to determine whether and to what extent contractors will be operating in the field alongside a state’s military forces. At issue is not only C2 complexity generated by the presence of a variety of force types in one area of responsibility but also the conceivable levels of cohesion versus resentment between these forces. As Ryan Kelty notes,

\begin{quote}
With the increase in civilian contracting, especially contractors who work alongside soldiers and perform similar (or at least comparable) duties, highly salient aspects of one’s job are likely to become points of social comparison between service members and the civilian contractors with whom they work. For example, social comparisons could be expected, in particular, with regard to pay, benefits, autonomy, level or risk for injury and death, and impact of one’s employment on one’s family.\textsuperscript{40}
\end{quote}

Military personnel have indicated several reasons for their resentment of contractors in both the Iraq and Afghanistan theaters, including perceived differences in pay and living conditions and their perception of contractors’ disregard for local civilians and respected norms. Some military personnel have reported that contractors’ “cowboy” tac-

\textsuperscript{39} Dunigan, 2011, chapt. 3.

\textsuperscript{40} Ryan Kelty, “Citizen Soldiers and Civilian Contractors: Military Outsourcing, Unit Cohesion, and Retention Attitudes,” Chestertown, Md.: Washington College, 2011, p. 5.
tics make their own jobs more difficult.41 Other surveyed U.S. military personnel reported concerns about PMC employment options having a negative impact on military retention, particularly in the special operations forces communities.42 Kelty’s analysis of survey data from U.S. Army personnel returning from overseas deployments showed a direct correlation between soldiers’ job satisfaction and their attitudes toward contractors: “The more positively soldiers view contractors, the more satisfied they are with their job.”43

Cohesion between military and contractor populations is likely to be most challenging when appropriate structures are not in place to facilitate their coordination, including streamlined communications and C2 structures. In the case of the Russian private military industry, cohesion between the military and contractor populations may be less of an issue than it is in the Western side of the industry, as it appears that such firms are closer to state-sanctioned auxiliaries, as discussed in Chapter Two. Additionally, the Wagner Group appears to maintain a clear and well-developed C2 system, following a template drawn from the structure of the Russian armed forces—this may enable their coordination with parallel state military structures.44 Yet, this dynamic of cohesion between private and public forces—especially when co-deployed alongside one another in a particular theater—is worth watching carefully because it has a historical tendency to be problematic in other cases of military privatization and other PMCs. In these cases, it may be worthwhile to explore how U.S. forces might sow disorder and resentment between Russian private military contractors and Russian military forces. This could manifest tactical, operational, and

---

41 Dunigan, 2011, pp. 76–85; Cotton et al., 2010.


44 Wagner’s C2 structure includes an upper level consisting of the commander-in-chief and a managing director and a middle level consisting of an administrative group, the general staff, and the control group. Various subunits are responsible for firearm training, engineer training, tank and infantry fighting vehicle crews, tactical training, and artillery and anti-air defense. It has been argued that this structure allows Wagner to carry out offensive missions or operations usually performed by the regular armed forces. See Sukhankin, 2018b.
strategic inefficiencies among Russian forces and could be a fruitful point of vulnerability to leverage in future conflicts.

**Company/Organizational-Level Factors**

**Control**

Control is addressed at both the unit and organizational levels in the military will-to-fight model, analogous to the team and company levels in the private military sphere. At both the unit and organization levels, control is defined as follows:

This is the method of obtaining obedience to orders and pursuit of mission objectives. Control relies on a mix of coercion and persuasion, and it is reflected in discipline. Coercion is a set of unit-imposed motivations that involve fear, compulsion, punishment, and external threats to elicit obedience; these can include cultural norms that result in social punishments, in addition to authoritarian physical threats. Persuasion is encouragement to perform the formal and informal standards of behavior, and can include rewards, discussion, ideological conditioning, and intraunit competition. Discipline reflects the cultural approach to control and defines the relationships between leaders and soldiers.⁴⁵

In the unit and organizational contexts, control is defined similarly but measured differently; most critically, unit leaders are understood to seek to mirror organizational standards, and organizational control is less likely to change over the course of a single battle or short series of battles.⁴⁶ Control reflects that individual will to fight may not be inherently strong, but unit and organizational-level coercion are sufficiently strong that, on the surface, the will to fight of the entire unit or organization appears to be quite robust. The implication is that will to fight may be vulnerable if targeted accordingly, but there is risk in such targeting due to unit or organizational-level oversight.

---
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In the private military industry, control is indeed also relevant at the team (unit) and company (organizational) levels, with extensive literature on the inability of team leaders or company management to keep unwilling contractors in the field if they wish to abandon their posts—at least on the Western side of the industry.47 This speculation is usually couched in terms of the strategic, operational, and tactical risks to the state in replacing military forces with contractors in the field, but there have also been reports of less reputable companies engaging in human trafficking of TCN contractors. Such activities typically involve recruiting personnel in third countries with promises of lucrative and easy work, then holding their passports once they arrive in the theater of conflict until they have worked through the duration of their contract.48 Other types of control reported in the Western private military industry include team leaders assigning TCNs to the worst shifts and even beating local nationals who—in line with their assigned guard duties—refuse team leaders’ entry to officially restricted areas.49

Interestingly, the “control” activities of Russian PMC teams and corporate leadership align neatly with such activities on the Western side of the industry. One distinction is that the private military indus-


48 Corporate confiscation of TCNs’ passports was reportedly occurring as recently as 2018 in Iraq: several employees of Reston, Virginia–based Sallyport Global reported that the company’s passports were taken when they landed in country. See Zack Kopplin and Irvin McCullough, “U.S. Paid $1B to Contractor Accused of Bigotry at Iraq Air Base,” Daily Beast, September 18, 2018.

49 Kopplin and McCullough, 2018.
try is illegal in Russia, as noted. Marten and other analysts have speculated that such illegality is a mechanism for Putin or the FSB to control private military actors. If they are operating illegally, their loyalty may be ensured through threats of imprisonment at any time. The Russian state has indeed leveraged this power: As Foreign Policy reported, upon returning from “an abortive attempt to regain control of oil fields in Syria’s eastern province of Deir ez-Zor” in 2013, an entire contingent of 267 Russian contractors working for a Hong Kong–based company, Slavonic Corps, was “taken into temporary custody by waiting FSB agents who confiscated their SIM cards, electronic media, and passports and began interrogating them individually.” Slavonic Corps was allegedly hired by the Russian PMC Moran under a contract with the Syrian government. Two members of Moran’s leadership team were also arrested and faced prison time.

Other aspects of Russian private military deployments share striking similarities with the control dynamics seen in PMCs’ treatment of TCNs on the Western side of the industry. Russian investigative journalists found that, prior to the aborted mission and mass detainment of Moran’s Slavonic Corps subcontractors, Slavonic Corps had been recruiting former Russian soldiers with combat experience to guard “energy facilities” in exotic locales for the promise of $4,000 per month, at Moran’s direction:

[R]ecruits were invited to Moscow, where they were told, in Moran’s offices, that they’d be subcontracted to Syria with Slavonic Corps. . . . Right away, people signed a contract that included a will to bury their remains in their homeland or, if that proved impossible, in the nation where they died, and then be reburied in Russia. . . . They were given assault rifles, machine guns, and grenade launchers as well as other Soviet-era hardware, some of it 70 years old.

According to one unnamed Slavonic Corps mercenary:

50 Marten, 2019. On the benefits to the Russian state of maintaining the industry’s legal opacity, see Borshchevskaya, 2019.
51 Weiss, 2013.
“When they spoke to us in Russia, they explained that we were going on a contract with the Syrian government; they convinced us that everything was legal and in order. Like, our government and the FSB were on board and involved in the project. When we arrived there, it turned out that we were sent as gladiators, under a contract with some Syrian or other, who may or may not have a relationship with the government. . . . That meant that we were the private army of a local kingpin. But there was no turning back. As they said, a return ticket costs money, and we’ll work it off, whether we like it or not.”

Available information indicates that some individual contractor personnel working for Russian PMCs may be fighting under coercion and could be vulnerable to efforts to turn their loyalties. Weak loyalty and resulting loss of personnel could trigger downstream human capital issues in the Russian private military industry. However, this possibility should be viewed with caution; there is similarly some countervailing evidence that the idea of joining Wagner or other Russian PMCs has gained in popularity and that potential recruits will, in the near term, be plentiful. As Candace Rondeaux noted in a 2020 Defense One podcast episode,

[I]f you look at VKontakte, which is the Russian version of Facebook, these groups have grown in popularity. The sort of mysticism around [them] . . . has grown exponentially since the start of the Ukraine war, certainly.

Further exploration of possible fruitful approaches to both exploit the interests of such personnel and to educate them regarding potential brutality and poor living and working conditions in the ranks of a privatized deployment is needed and would be a useful direction for future research.

52 Weiss, 2013.

State- and Societal-Level Factors

Support

Support is relevant at both the state and societal levels in the military will-to-fight model. State support is defined as the extent to which states deliver “equipment, weapons, vehicles, medical supplies, and so on through the organization to the unit and the individual.” The military model adds, “Sufficient and timely material support is important for the sustainment of military operations, and therefore for sustainment of will to fight.”

Societal support, on the other hand, takes many forms, the most common being “popular support, material support, and recruiting support.” Most importantly, the military will-to-fight model highlights the consistency and efficiency of societal support as critical subfactors for assessing support’s impact on will to fight. Indeed, a lack of either state or societal support can weaken will to fight.

State support of private military actors is, in some ways, superfluous. States frequently contract with PMCs to increase flexibility and to avoid having to provide services directly. Indeed, a large proportion of U.S. contracting dollars are devoted to logistical support, weapon maintenance and upkeep, and transportation contracts, such as LOGCAP, capped for its fifth iteration in LOGCAP V at $82 billion over ten years. In such cases, the state is effectively contracting out its support function to private entities.

Yet, it is relevant to note that, in U.S. defense policy, contractors are officially denoted as a key component of the tripartite “total force,” which is composed of military, DoD civilians, and DoD-hired contractors. Because contractors constitute an official arm of the U.S. defense structure, DoD expects to support those employed on DoD contracts, either organically or through the use of other contractors.

---
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Often, specific types of support to be provided by the state client are written into contract terms.

Russian private military actors appear to receive some comparable levels of state support. As noted, wounded Wagner Group contractors have been airlifted from Russian military bases in Syria to recover at Russian hospitals; they also share training sites with Russian military bases. Yet, due to PMCs’ illegal status, state support wavers at times. For instance, as Slavonic Corps personnel retreated from the battlefield at Deir ez-Zor, other teams of Russian private military actors had to call in helicopter teams to evacuate the wounded from the battlefield; Russian state forces did not do so, for whatever reason.\textsuperscript{58} Wavering state linkages to the industry decrease predictability in how Russia will utilize such forces, how well private military actors will be resourced and supported, and how they will behave.

Societal support, meanwhile, is an interesting and apparently Janus-faced factor with regard to military privatization in both the West and in Russia. Indeed, its most critical reflection is that societal ignorance—or lack of societal attention—drives the utilization of private military actors. PMC employment has an ability to reduce transparency and accountability to democratic processes and, by extension, to popular support. There is the potential for negative public opinion when it is revealed that PMC personnel are engaging in activities that would ordinarily be performed by state military personnel or when they participate in covert activities that are legally or politically off limits for state military forces.\textsuperscript{59}

In both the Western and Russian cases, so-called “back-door deployments” of contractors—designed to obviate any formal counting of a particular state’s boots on the ground—provide a state with plausible deniability, both to foreign and domestic actors, about activities in a given area. One manifestation of the utility of PMC-derived plausible deniability for the state is the absence of societal attention to casualty counts for contractor personnel. For instance, while it has become fairly common knowledge that private military actors have

\textsuperscript{58} Marten, 2019.

\textsuperscript{59} Dunigan, 2011, chapt. 4.
accounted for most of the losses on the Russian side of the ground war in Syria, information on the number of contractor deaths varies. In 2016, a Russian Ministry of Defence official insisted that only 27 “private soldiers” had been killed in Syria, while another account placed the number at 100 or more. In an oft-cited February 2018 battle in Deir ez-Zor between U.S.-backed Syrian Defense Forces and Russian private military actors, casualty estimates varied but were as high as 600 deaths among the Russian private military forces. Moreover, relatives of those slain tend to refuse to talk, and Wagner personnel claim that nondisclosure of the terms of working for a PMC is a condition of their family receiving compensation.

Due to the lack of attention to contractor casualties, popular support for a state’s involvement in particular conflicts may be inflated beyond what would be seen if they were military deployments and associated military casualties. The presence of politically active “mothers’ groups” in Russia may help to spread information on contractor casualties, but the extent of their influence remains to be seen, and they too often have incomplete information regarding contractor casualties.

Tenuous societal support due to a lack of information allows the state to utilize contractors with plausible deniability, hidden from domestic and foreign observers. To exploit this factor, U.S. forces may consider methods of broadly messaging information about Russian involvement in foreign conflicts, including the use of Russian military veterans, to the Russian public, as well as information on the casualties inflicted thus far, with the intent of increasing public opposition and limiting Russia’s ability to use PMC personnel at all.

---
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Linking Model Factors to Strategies to Counter Russian Private Military Actors

Better understanding of the motivations of a new ground force adversary confronted by the United States in numerous theaters and in notably large numbers in Syria will empower U.S. forces and leadership to develop an effective strategy to counter it. Indeed, for USASOC, considering Russian private military actors’ motivations as they align with or diverge from the military will-to-fight model in the Syrian theater and elsewhere could greatly strengthen U.S. tactical, operational, and strategic positions against such forces. Chapter Four expands on these findings and offers specific suggestions for cognitive maneuver activities that may be pursued against Russian private military actors in Syria and beyond.
The primary objectives of this research were to use RAND’s military will-to-fight model as a lens to preliminarily analyze Russian private military activity in Syria and elsewhere to enable USASOC and other U.S. military and government entities to better assess (1) what motivates and demotivates Russian private military contractors and the companies that hire them to fight, (2) what motivates and demotivates the Russian state government to utilize private military actors in Syria, and (3) what USASOC and other U.S. military and government entities can do to influence such activities.

As noted in Chapter One, we designed this research to meet these objectives by answering three interrelated research questions:

1. Who are the relevant actors in the Russian private military sphere to consider when assessing Russian private forces’ will to fight?
2. What factors are most relevant to Russian private military actors’ will to fight?
3. How do Russian private military actors compare with their current and historical Western counterparts, and what lessons can be drawn from these comparative cases to inform U.S. opportunities to defeat adversary-employed private military actors?

This chapter presents our conclusions and recommendations as they relate to these research questions.
Who Are the Relevant Actors in the Russian Private Military Sphere?

Founded by former GRU Spetsnaz commander Dmitry Utkin in 2014, the Wagner Group is the most high-profile of Russia’s private military actors. When Moscow launched its military intervention in Syria in fall 2015, Wagner deployed more than 2,000 personnel there.\(^1\) Wagner contractors also took part in the 2014 annexation of Crimea and have fought in Ukraine, Sudan, the Central African Republic, Madagascar, Libya, and Mozambique.\(^2\) Other Russian private military actors have reportedly been active as far back as the late 1990s in Iraq, Afghanistan, Ukraine, Syria, Libya, Chechnya, Tajikistan, Yemen, and Burundi. Such actors include Cossacks, Anti-Terror Orel, the Slavonic Corps, Moran Security Group, RSB Group, E.N.O.T. Corps, MAR, DOBRANDR, Turan, Centre R, ATK Group, Tigr Top-Rent Security, and Patriot.

What Factors Are Most Relevant to Russian Private Military Actors’ Will to Fight?

Because the private military industry is transnational and influenced by business, government, military, and transnational society interests, we recommend modifications to the military will-to-fight model to account for various motivations of industry actors. We defined a private military will-to-fight model comprising factors at the individual level, the contractor operator team level, the PMC/organizational level, the state level, and the societal level. Spanning these five levels, we identified five factors as particularly important for understanding the will to fight of private military actors—specifically, Russian private military actors: identity, economics, cohesion, control, and support, with the additional factor of individual well-being.

\(^1\) Gurcan, 2017.
\(^2\) Browne, 2019; Lister, Shukla, and Ward, 2019; Flanagan, 2019; Marten, 2019.
How Do Russian Private Military Actors Compare with Their Current and Historical Western Counterparts?

The activities of Russian private military actors since the late 1990s in Iraq, Afghanistan, Ukraine, Syria, Libya, Chechnya, Tajikistan, Yemen, Burundi, Sudan, the Central African Republic, Madagascar, and Syria, as well as media speculation of Wagner activity in Libya and Mozambique, reveal that Russian private military actors and their relationships to the Russian state and society differ in some ways from historical cases of military privatization. However, in other ways, Russia’s use of private military actors bears striking similarities to private military activity by the United States, United Kingdom, and South Africa, among other countries.

First and foremost, Russian private military actors are reminiscent of auxiliaries and, therefore, closer to mercenaries, than Western private military actors. A fine-grained, preliminary view of Russian private military actors’ characteristics and motivations in line with each of the private military will-to-fight model factors provides further comparative insight.3

Observations

Individual Factors

Identity

The individual identities of contractor personnel vary, and the impact of identity on one’s will to fight is therefore variable. Although it is difficult to definitively confirm the various components of the identity of Russian private military actors operating in Syria between 2015 and 2019, we do know that they are typically Eastern European, not necessarily patriotic, and likely had a background in military or intelligence skill sets that they were seeking to apply to lucrative work beyond the military.

3 Note that this analysis represents an initial cut at identifying the will-to-fight factors relevant to the private military sphere; further exploration would extend these analyses through an in-depth coding of each factor using the will-to-fight tool.
Individual Well-Being
Challenges to individual well-being may decrease will to fight, as well as effective occupational functioning while performing tasks in theater. Anecdotal reports indicate that Russian contractors have returned home from Syrian deployments with PTSD and other physical and mental health problems that tend to go unaddressed over the long term. Although these outcomes do not diverge from the industry norm, according to transnational studies of private military contractors’ health and well-being, this finding presents a potentially exploitable vulnerability within this population.

Economics
Economic factors in the military will-to-fight model can be associated with the self or one’s family and include drivers that directly affect an individual’s will to fight: (1) the need for subsistence, (2) the need for socioeconomic advancement, and (3) the motivation to earn money and improve quality of life. Compiled data from media reports indicate that pay rates for Russian private military actors—even at the more senior operational levels—are significantly lower than for Western contractors who provide security services in theaters of conflict under the auspices of Western PMCs. However, the pay offered to contractors who work for Russian private military actors was significantly higher than the average monthly salary in Russia as of early 2020 and was, in some cases, higher than what U.S. prime contractors paid Eastern European contractors in Iraq in the early and mid-2000s.

Team Factor: Cohesion
High levels of task cohesion between private military actors and their state military counterparts can increase military effectiveness by positively influencing will to fight at the team level. Notably, at least one currently active Russian PMC, the Wagner Group, appears to maintain a clear and well-developed C2 system following a template drawn from the structure of the Russian armed forces. Such a structured C2 approach may assist in improving task cohesion between contractors and allied military forces they deploy alongside.
Company and Organizational Factor: Control

If unit and organizational-level coercion are sufficiently strong, on the surface, the will to fight of the entire unit or organization would appear to be quite robust. Control, therefore, may obscure vulnerability in individual will to fight that may be targeted accordingly, but there is risk in such targeting due to unit or organizational oversight.

Unlike the situation in many Western markets for privatized forces, the private military industry is illegal in Russia. Some speculate that this intentional illegality is a mechanism for Putin or the FSB to control private military actors and ensure their loyalty. Other mechanisms of both unit and organizational control appear to include recruiting personnel with promises of lucrative and easy work, then holding their passports until their contract has been fulfilled.

State and Societal Factor: Support

A lack of state or societal support can weaken will to fight. Russian private military actors appear to receive comparable levels of state support as their Western counterparts. For example, wounded contractors are treated in Russian hospitals and share training sites with Russian military bases. Yet, due to the industry’s illegal status in Russia, state support wavers at times. Societal support is more tenuous, and it is the absence of societal awareness and hence support that seems to enable Russia’s use of private military actors and thus may be a vulnerability in these forces’ will to fight. Indeed, intentional obfuscation regarding contractor casualty counts has led to a dearth of Russian popular attention to the use of contractors, which effectively equates to a public “nod” to these deployments from Russian society.

Historical Lessons Learned: What Are the Best Options for Countering Adversary-Employed Private Military Actors in Syria and Beyond?

Based on the foregoing analyses and conclusions, we recommend that USASOC and the broader U.S. government pursue three lines of effort to exploit vulnerabilities associated with Russia’s use of private military
actors in Syria. Because the private military industry is transnational and many of the same traits and practices characterize these actors and their roles across operational theaters, these lines of effort will similarly apply to areas of responsibility beyond Syria. Many of these recommendations center on messaging activities that are likely to be conducted by USASOC psychological operations forces; however, all USASOC components should look for opportunities to exploit these vulnerabilities within their own mission sets.

Table 4.1 summarizes our recommendations, broken down by will-to-fight model level and factor.

**Individual and Company/Organizational Levels: Exploit Vulnerabilities in the Recruitment and Retention of Promising Contractor Personnel**

Analyses via the lenses of the *identity, economics, individual well-being,* and *control* factors provide insight into conceivably fruitful cognitive maneuver activities for USASOC to pursue at the individual and company/organizational levels. The preliminary evidence indicates that Russian contractor personnel tend to select this type of work for self-interested or clientelistic reasons and are often not treated well by

<table>
<thead>
<tr>
<th>Level</th>
<th>Recommendation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Individual, company, and organizational</td>
<td>Exploit vulnerabilities in recruitment and retention of contractor personnel and in their loyalty and commitment to the Russian state and Russian PMCs. Broadcast warnings to potential recruits about the coercive nature of contracts, disparities in pay and living conditions between contractor ranks, and mental and physical health risks and difficulty of accessing treatment.</td>
</tr>
<tr>
<td>Team</td>
<td>Identify and exploit opportunities to sow disorder or exacerbate tensions between Russian private military actors and Russian military forces.</td>
</tr>
<tr>
<td>State and societal</td>
<td>Create societal backlash to Russia’s use of contractors by publicly disseminating information about contractors’ veteran status and treatment and data on contractor casualties.</td>
</tr>
</tbody>
</table>
the Russian government. Indeed, in some cases, it appears that they are victims of outright exploitation by the state or the companies they work for. Some Russian contractor personnel may be fighting under PMC coercion and could be vulnerable to efforts to turn their loyalties. These individuals may therefore be moderately vulnerable and their loyalties highly malleable. It follows that efforts to weaken their loyalty and commitment may prove fruitful.

Options for exploiting such vulnerabilities could include overt messaging efforts through social media and other venues to highlight the inequities in pay and living conditions between operational contractors on the ground and individuals higher in the ranks of the PMC corporate structure, or to highlight to the demographic of potential recruits the coercive nature of such contracts. Moreover, widely broadcasting statistics regarding contractors’ deployment-related physical and mental health and the challenges in acquiring long-term treatment for these problems could affect the recruitment of both new and veteran contractors over time. Such strategies would be most effective if they specifically targeted the demographic most likely to find Russian PMC employment to be an attractive option: middle-aged military veterans with families or other financial commitments.

We urge caution in pursuing these recommendations; the data on Russian contractors’ identity and motivations and on Russian PMCs’ recruitment and retention tactics are scarce and of questionable reliability. There may be some contradictory evidence that contractors working in the Russian side of the industry are at least partially motivated by patriotism or that Wagner’s labor pool is growing as it gains widespread global publicity. Further exploration of possible approaches to exploit the interests of such personnel is needed and could be productive. However, in the near term, the recommendations here could be an effective part of a multifaceted strategy to stymie Russian private military activity.

**Team Level: Leverage Latent Discord Between Contractor and Military Populations**

Analyses via the lens of the *cohesion* factor provides insight into potentially fruitful cognitive maneuver activities for USASOC to pursue at
the team level. The Western side of the private military industry provides abundant examples of poor coordination and, at times, hostile or deadly interactions between contractors and supposedly allied military forces.\textsuperscript{4} Admittedly, Western examples are not perfect analogues for the Russian case because the Russian state appears to be more directly involved in Russian PMC activity than is typical in such situations in the West, and because Russian contractors are sometimes seen as disposable “cannon fodder.”\textsuperscript{5} Nonetheless, disorder or resentment could be a fruitful point of vulnerability for Russian private military actors and an opportunity to leverage in future conflicts.

**State and Societal Level: Widely Disseminate Information About Contractors’ Veteran Status and Contractor Casualties to the Russian Public**

Analyses via the lens of the support factor provide insight into possibly fruitful cognitive maneuver activities for the broader U.S. government to pursue at the state and societal levels—possibly with support from USASOC. There is evidence that contractor casualties are significantly underreported in Russia, and that contractors’ families are prohibited from talking to the media if they hope to receive death compensation. Significantly, the ability to deploy additional boots on the ground beyond those counted in official military statistics has been shown to be a major incentive for states to contract with private military actors. This practice allows for plausible deniability of the state’s direct involvement in such military activities. Prior research, however, indicates that when a state’s population does learn of such “backdoor deployments,” the reaction can be intensely negative.\textsuperscript{6}


\textsuperscript{5} Numerous media and scholarly reports use the term cannon fodder when describing how Wagner perceives its lowest-level forces. See, for example, Sukhankin, 2018a.

\textsuperscript{6} Dunigan, 2011.
The U.S. government should therefore consider methods to broadly disseminate information about Russian involvement in foreign conflicts—including the use of Russian veterans in private military roles and their subsequent treatment—to the Russian public, as well as data on contractor casualties. In doing so, it would be critical to devise a well-constructed communication plan supported by clear evidence, as it is likely that such messaging would be tagged as “fake news” by Russian state media. As with the individual and company/organizational-level recommendations, we urge caution in pursuing this recommendation and advise further research into specific implementation methods.

**It Is Critical for U.S. Army Special Operations Command to Understand How These Dynamics Apply in Syria and Beyond**

All U.S. government agencies and military services should be concerned with Russia’s increasing deployment of private military actors worldwide. Such activity allows Russia to expand its military footprint while maintaining plausible deniability and, therefore, the relative opacity of its pursuits in the competitive space short of armed conflict. The consequences of Russia’s covert expansion of its ground footprint through the use of private military actors have been apparent in Syria, but this trend can be observed in Russia’s operations on a global scale. To effectively engage and coordinate with other parts of the U.S. military and government, USASOC needs to be well informed about Russian private military actors’ characteristics, activities, motives, and vulnerabilities. USASOC also has a unique role in combating these forces in competition short of armed conflict; indeed, Army psychological operations, civil affairs, and special operations personnel are all likely to be on the front lines, operating in near or battling such opaque forces in multidomain operations. It is critical for USASOC-aligned forces to understand Russian private military actors and their activities as they consider opportunities to exploit their vulnerabilities through cognitive maneuver.
The following terms and definitions are drawn from the will-to-fight model as applied to military forces, but there are points of overlap in how the model applies to private military actors’ will to fight.

**Cohesion**: Refers to *task cohesion* and *social cohesion* (also defined in this appendix) at the unit level.

**Control**: The method of obtaining obedience to orders and pursuit of mission objectives. Control relies on a mix of coercion and persuasion, and it is reflected in discipline. Coercion relies on a set of unit-imposed motivations that involve fear, compulsion, punishment, or external threats to elicit obedience that can invoke cultural norms and associated social punishment or physical threats. Persuasion is encouragement to conform to formal and informal standards of behavior and can include rewards, discussion, ideological conditioning, and intraunit competition. Discipline reflects the cultural approach to control and defines the relationships between leaders and personnel. Unit- and organizational-level control are defined similarly but measured differently; most critically, unit leaders are understood to seek to mirror organizational standards, and organizational control is less likely to change over the course of a single battle or a short series of battles.

**Economics**: Can be tied to both oneself and family and includes the need for subsistence, the desire for socioeconomic advancement, and the motivation to earn money and improve one’s quality of life.
**Esprit de corps:** A French term generally translated as “group spirit.” In military writings, it is sometimes used interchangeably with *élan* or *pride* or simply referred to as *esprit* (spirit). Esprit de corps is the fighting spirit of a unit and an ardor or eagerness to pursue a cause or task. It captures confidence in battle, prowess, and success, as well as concepts of elite membership.

**Identity:** Includes both social and personal characteristics or sense of belonging. The term is also frequently used in the context of a commitment to meeting expectations (e.g., about what a soldier does) or search for self-satisfaction.

**Individual well-being:** A person’s perceived happiness, health, or prosperity. Individual well-being is influenced by both physical and mental health, as well as economic security.

**Leadership:** The acts of a single person in authority to direct and encourage the behaviors of personnel with the goal of accomplishing a military mission.

**Social cohesion:** Bonding based on friendship, trust, or other aspects of interpersonal relationships, with the essential argument being that soldiers fight because of close interpersonal bonds formed within their primary social group through shared experience and hardship. Social cohesion in the standard model of military group cohesion includes both horizontal (peer) and vertical (leader) bonds.

**Societal support:** The most common forms are popular support, material support, and recruiting support. The military will-to-fight model highlights the consistency and efficiency of societal support as critical subfactors for assessing changes to will to fight.

**State support:** The extent to which states deliver (or do not) equipment, weapons, vehicles, medical supplies, and so on through the organization to the unit and the individual. *Sufficient* and *timely* material support is important to sustain military operations and, therefore, to sustain will to fight.
**Task cohesion:** A commitment to collective goals.

**Unit competence:** Unit skills, training, and performance. Skills are resident in individuals and across units and reflect the ability to perform specific tasks. *Training* refers to the methods and capabilities used to build and maintain skills. *Performance* is the demonstration of skills.

**Unit support:** The sufficiency and timeliness of equipment, supplies, weapons, medical assistance, fires, food, water, and other things the unit needs to accomplish its missions.


U.S. Code, Title 10, Subtitle A, Chapter 3, Section 129a, General Policy for Total Force Management.


In Syria, Ukraine, several African countries, and other conflict hotspots around the globe, private contractors are operating on behalf of, yet are ostensibly separate from, the Russian state. Reliance on these actors allows Russia to expand its military footprint while maintaining plausible deniability of direct involvement in major combat operations and competition short of armed conflict. The United States and its allies may be able to counter these actors and diminish their will to fight through cognitive maneuver, a concept that emphasizes changing minds and behaviors as a path to victory.

An adaptation of the RAND-developed military will-to-fight model highlights opportunities to counter Russia’s use of private military actors using cognitive maneuver. Accompanying multimethod qualitative analyses found potential vulnerabilities at the individual, team, organizational, state, and societal levels that could be targeted to diminish the motivation to fight among individual contractor personnel, the relationships between Russian private military companies and the Russian government and armed forces, and public opinion on the use of contractors and their treatment.